PASSWORD REQUEST FOR NETWORK ACCESS

 

1.     NAME:  _______________________________________________________________________________________________________

                                        LAST                          FIRST                                               MI                              

 

        ORGANIZATION / UNIT:  ______________________________________________________ SSN:  ___________________________

 

STREET:  _____________________________________________________________________________________________________

 

CITY:  ___________________________________STATE:  _________________ZIP: ______________

 

2.      DATE OF BIRTH ________________________PLACE OF BIRTH ______________________________________________________

 

3.       TELEPHONE #:  DSN:  _______________  COMMERCIAL:  _______________________

 

4.      MILITARY GRADE/RANK: ______________  

GOVERNMENT CIVILIAN:    YES / NO            IF YES, POSITION DESCRIPTION NUMBER   




GOVERNMENT CONTRACTOR:  YES / NO    COMPANY NAME _______________________________________________________

INTERNATIONAL STUDENT/EXCHANGE OFFICER:  YES / NO
 

5.      EMAIL REQUIRED:  YES / NO _________

 

6.     SIGNATURE OF INDIVIDUAL:  _____________________________________________ DATE SIGNED:  ____________________

 

7.     EMPLOYMENT VERIFICATION:  (To be completed by user’s supervisor.) 

 

I CERTIFY THAT USER HAS BEEN IN CONTINUOUS FEDERAL SERVICE WITHOUT A BREAK EXCEEDING TWENTY-FOUR MONTHS SINCE:  ____________________.

                                                YY MM DD

         NOTE:  If user is an international student/exchange officer, provide their tour of duty as shown on their ITO: ________________________.











                         YY MM DD to YY MM DD


        PRINTED NAME OF SUPERVISOR:  _________________________________________

 

        SUPERVISOR’S TELEPHONE #:  ____________________________________________

 

        SUPERVISOR’S SIGNATURE:  ______________________________________________ DATE SIGNED: ________________

 

8.    INVESTIGATION VERIFICATION:  A FAVORABLE PERSONNEL SECURITY INVESTIGATION (PSI) MUST BE COMPLETED PRIOR TO PROCCESSING THIS REQUEST.

 

        a.  I VERIFY THAT USER IS CURRENTLY LISTED ON THE POST ACCESS ROSTER; THEREFORE, HAS BEEN THE SUBJECT OF A FAVORABLE OR FAVORABLY ADJUDICATED PSI. (To be completed by the Security Manager/S-2 for your organization/unit.  If user is not on the Post Access Roster, this request will be forwarded to Security Division, DPTMSEC, for investigation verification, at Para 8b.)

 

PRINTED NAME OF SECURITY MANAGER/S-2:  _____________________________________________________________

                                                                                             LAST                                  FIRST                                 MI

 

         SIGNATURE OF SECURITY MANAGER/S-2: ________________________________________ DATE SIGNED: __________

       b.  I VERIFY THAT USER HAS BEEN THE SUBJECT OF A FAVORABLE OR FAVORABLY ADJUDICATED PSI.  

              CALVIN L. ELEY, INSTALLATION SECURITY MANAGER 

             SIGNATURE: ________________________________________________________ DATE SIGNED: ___________________


 

Privacy Act Statement

Authority:   Public Law 99-474, The Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.

Purpose and Use:  The information will be used to verify that you are an authorized user of a U.S. Department of the Army Information System (AIS) and/to verify completion of your personnel security investigation.  Although disclosure of this information is voluntary, failure to provide the information may impede or prevent the processing of this request. 

Disclosure:  Disclosure of records of the information contained therein may be specifically disclosed outside the Department of Defense (DOD) according to the Blanket Routine Uses set at the beginning of the compilation of systems of records, published annually in the Federal Register, and the disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act. 
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